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https://experiencia21.tec.mx/courses/560970


Líder - Angelo Segura Ibarra

ENCRIPTADORES
Líder - Andrés Ignacio Zegales Taborga
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SubBytes 
Ricardo Antonio Enguilo Sánchez

Mariana Hernández Díaz
Lizeth Niniz Corona

ShiftRows
Dalila Fonseca Maya

Santiago Isai González Arista
Victoria Lilian Robles Vargas 

 Angelo Segura Ibarra

AddRoundKey
Emiliano Camacho Ponce

Obiel Emiliano Rangel Moreno
Evan André Santana Pacheco

Alfredo Alejandro Soto Herrera

MixColumns
Yumee Chung

Ana Carolina Coronel Herrera
Adrián Márquez Núñez

Andrés Ignacio Zegales Taborga

 Key Schedule
Anell Moreno Quilatán 

Mario Armando Moscoso 
Fernando Hernández

Hernández
 

https://experiencia21.tec.mx/courses/560973/users/388018
https://experiencia21.tec.mx/courses/560973/users/423734
https://experiencia21.tec.mx/courses/560973/users/386355
https://experiencia21.tec.mx/courses/560973/users/383970
https://experiencia21.tec.mx/courses/560973/users/387149
https://experiencia21.tec.mx/courses/560973/users/395447
https://experiencia21.tec.mx/courses/560970/users/406522
https://experiencia21.tec.mx/courses/560970/users/385900
https://experiencia21.tec.mx/courses/560970/users/160449
https://experiencia21.tec.mx/courses/560970/users/383940
https://experiencia21.tec.mx/courses/560973/users/385609
https://experiencia21.tec.mx/courses/560973/users/386718
https://experiencia21.tec.mx/courses/560973/users/166057
https://experiencia21.tec.mx/courses/560973/users/388018


Líder- Omar Reyes Barrueta Líder- Arturo Balboa Alvarado

3

    Inv SubBytes 
Matías Piedra Pichardo 

Josemaría De Alba Arguelles
Ricardo Ruiz Cano

Samantha Erin Medina Muñoz
Fernando García Padilla

 Inv ShiftRows
Socorro Alejandra Montelongo

Loredo
José Fernando Vivanco Benavides

Juan César Nuño Rivera
Gabriel Enrique Lascurain Flores

Arturo Urías Jiménez

 Inv AddRoundKey
Arturo Balboa Alvarado
Anell Moreno Quilantán

Omar Reyes Barrueta
Mario Armando Moscoso

Becerra
Fernando Hernández Hernández

 Inv MixColumns
Arturo Balboa Alvarado 

Omar Ryes Barrueta 

 Key Schedule 
Anell Moreno Quilatán 

Mario Armando Moscoso
Becerra 

Fernando Hernández Hernández 

DESENCRIPTADORES

https://experiencia21.tec.mx/courses/560970/users/387533
https://experiencia21.tec.mx/courses/560970/users/399480
https://experiencia21.tec.mx/courses/560970/users/386334
https://experiencia21.tec.mx/courses/560970/users/386334
https://experiencia21.tec.mx/courses/560970/users/165580
https://experiencia21.tec.mx/courses/560970/users/166366
https://experiencia21.tec.mx/courses/560970/users/421774
https://experiencia21.tec.mx/courses/560970/users/403617
https://experiencia21.tec.mx/courses/560970/users/53649
https://experiencia21.tec.mx/courses/560970/users/53649
https://experiencia21.tec.mx/courses/560970/users/386858
https://experiencia21.tec.mx/courses/560970/users/338846
https://experiencia21.tec.mx/courses/560970/users/166377
https://experiencia21.tec.mx/courses/560970/users/249473
https://experiencia21.tec.mx/courses/560970/users/399480
https://experiencia21.tec.mx/courses/560970/users/165675
https://experiencia21.tec.mx/courses/560970/users/387533
https://experiencia21.tec.mx/courses/560970/users/395492
https://experiencia21.tec.mx/courses/560970/users/395492
https://experiencia21.tec.mx/courses/560970/users/427949


Para garantizar el correcto funcionamiento de cada módulo
del sistema de encriptación y desencriptación,

desarrollamos un conjunto de testbenches.
 Cada testbench es un entorno de prueba que simula el

comportamiento real del módulo, permitiéndo verificar que
la lógica implementada sea correcta antes de llevarla al

hardware.
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ENCRIPTACIÓN
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SIMULACIÓN
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Addroundkey
Prueba 1



SIMULACIÓN
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Addroundkey
Prueba 2



SUBBYTES
Txt_in (128 bits)

Txt_out (128 bits)
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SIMULACIÓN
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Subbytes
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SIMULACIÓN
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Shiftrows
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SIMULACIÓN
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Mix Column



DESENCRIPTACIÓN
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INV ADDROUNDKEY
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SIMULACIÓN
Inv Addroundkey
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SIMULACIÓN
Inv Shiftrows



INV SUBBYTES
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SIMULACIÓN
Inv Subbytes
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SIMULACIÓN
Inv Subbytes
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SIMULACIÓN
Inv Mix Column



INV KEY SCHEDULE
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Inv Key Schedule
SIMULACIÓN



MUCHAS
GRACIAS!
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SIMULACIÓN
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Shiftrows


